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1 Authentifizierungstypen fiir MSSQL (Express) konfigurieren

Starten Sie das Microsoft SQL Management Studio
Express und stellen Sie mit einem geeigneten Benut-
zer eine Verbindung zum Server her. Klicken Sie mit
der rechten Maustaste auf den Namen des Servers
und wahlen Sie den Menipunkt ,Eigenschaften”.
Wechseln Sie in dem neu gedéffneten Fenster auf
,Sicherheit” und wahlen Sie unter ,Serverauthentifi-
»5QL
Authentifizierungsmodus”

zierung” den Server- und Windows-
Ubernehmen Sie
diese Einstellungen mit einem Klick auf OK, schlie-
Ren Sie das Microsoft Management Studio Express
und starten Sie den Dienst fiir MSSQL sowie den SQL

Server Browser Dienst neu.

aus.
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2 MSSQL (Express) Remoteverbindungen konfigurieren

Starten Sie die SQL-Server 2005 Oberflachenkonfi-
guration. Wahlen Sie dort die ,Oberflachenkonfigu-
ration fiir Dienste und Verbindungen®. Dort wahlen
Sie den Punkt ,Remoteverbindungen” unter ,[In-
stanzname] / Database Engine” und aktivieren , Lo-
kale Verbindungen und Remoteverbindungen” so-
wie den darunter befindlichen Punkt , TCP/IP und
Named Pipes verwenden”. Ubernehmen Sie diese
Einstellungen mit einem Klick auf ,,Anwenden”. An-
schliefend starten Sie den Dienst fiir MSSQL sowie
den SQL Server Browser Dienst neu.
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verwendeter Dienste und Verbindungen wird die Oberflache reduziert und dadurch Ihr Server geschiitzt. Die
Standardeinstellungen finden Sie unter Hilfe.
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3 Port fiir Remoteverbindungen festlegen

Offnen Sie den SQL-Server Configuration Manager. Dort wihlen Sie
unter ,SQL Server-Konfigurations-Manager (Lokal)” den Punkt ,SQL
Server 2005-Netzwerkkonfiguration” und den dazugehorigen Punkt
,Protokolle fir [SQLExpress]“. Im rechten Fensterbereich sehen Sie
den Eintrag , TCP/IP“. Offnen Sie mit einem Rechtsklick darauf die
Eigenschaften und wechseln Sie zur Karteikarte ,IP-Adressen”. Sie
finden am unteren Ende der Liste den Abschnitt ,IPAIl“. Tragen Sie
dort unter , TCP-Port” den Port 1433 ein und tGbernehmen Sie diese
Einstellungen. Starten Sie anschliefend den Dienst fiir MSSQL sowie
den SQL Server Browser Dienst neu.

4 Firewall fiir Remoteverbindungen konfigurieren

In jeder Firewall haben Sie die Moglichkeit, verschiedene Ports fir
bestimmt Dienste freizugeben. Schalten Sie in lhrer Firewall den Port
1433 (TCP) sowie den Port 1434 (UDP) frei, damit die Remoteverbin-
dungen hergestellt werden kénnen.

5 Hinweise fiir Verwendung von Instanzen

Eigenschaften von TCP/IP 7]
Protokoll | [P-Adressen
B 1p4 -
Alktiv Ja
Aktiviert Mein
Dynamische TCP-Ports [}
IP-Adresse 127.001
TCP-Port
Bl 1ps
Aktiv Ja
Alktiviert Mein
Dynamische TCP-Ports 0
IP-Adresse fed0::5efe192.1658.0.21%13
TCP-Port =
B 1pan
Dynamische TCP-Ports 52983
TCP-Port 1433
TCP-Port
TCP-Port
Port bearbeiten @

Verwenden Sie diese Einstellungen, um einen Port durch die Windows-
Firewall zu 6ffnen. Informationen betreffend der Suche der Portnummer
und des Protokolls erhalten Sie in der Dokumentation des Programms bzw.
des Diensts, den Sie verwenden méachten.

MName: MS5QLSERVER
Portnummer: 1433
Protokoll: @ TCP

I UDP

Welche Risiken bestehen beim Offnen eines Ports?

Bei benannten Instanzen muss der SQL Server Browser Dienst gestartet sein. Bei der Anmeldung muss der In-

stanzname hinter der IP bzw. dem DNS-Namen getrennt durch einen Backslash angegeben werden

(127.0.0.1\SQLExpress). Bei einer Standardinstanz muss kein Instanzname angegeben werden (127.0.0.1).




